s EMPOWERING BUSINESSES
SEGRITE

Seqrite Endpoint Security 7.6

Administrator’s Guide

aal (] 9 o
A5n1sdanuaamnisid USB MaAs1

SEPS SME

SEPS Business
SEPS Total

SEPS Enterprise Suit

www.seqrite-thailand.com



F5n15Uaaudannisided USB 92517

Ao ° < Yy v & a o & w v ° <
AsalLsvinNIsuaean USB 13 uaqu19ase User innnuanidudesldau darunsaniinisuanuaen
4A31916 fall
1. L%’ﬂi;j‘viﬁﬁ Console Seqrite Endpoint Security Management

11117'1'1,3115 Clients > Client Action > Temporary Device Access

{3} Admin Settings M Support ? Help

Seqrite

Eﬂdpﬁint SE‘CUI"IW?.E Enterprise Suite Home Settings Reports

-

Clients

Client Status Client Action Client Deployment Manage Groups Manage Policies Assets

Q Scan Endpaoints

O Update
Update to latest virus definitions

:-': Tuneup
4 mprove performance of endpoints

Application Control Scan
Determine Authorized, Unauthorized and Installed applications in your network

Vulnerab Sca
B)\ Scan for vulnerable applications installed in your network

Data-At-Rest Scan

Scan confidential and sensitive data present an your endpaint

El Scan missing patches in your network

Patch Insta
e nstall missing patches in your network
& Temporary Device Access
E Allows temporary access to a device at the client machine

(@) Do seciup Dac

(':—j Delete backup data taken to protect from a ranzomware strack
=]
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2. 2ziinti6ing Temporary Device Access YUy > l@ann3uaudieg > BaNATaRIUYIN > LaaU

A9AUAY

@ Temporary Device Access - Google Chrome - O x

A livsomsy | michael-pc:9111/html/pgcinmgr/tempaccess.htm

Temporary Device Access 9

Select the endpoint from the list below and choose an action to perform. Only one endpoint can be authorized at a time.

Endpoint name/IP (o)
Endpoint Name Grou Polic Damain IP Address
E-LL EPs Console B 5 A
&L Default MICHAEL-PC Client Client WORKGROUP 192.168.75.1

&L Client

3. nA Allow Temporary Access

@ Temporary Device Access - Goagle Chrome — O x

A livnosdy | michael-pc9111/htmi/pgcinmgr/tempaccess.htm

O show offline clients
[ Show endpoints within subgroup

Allow Temporary Access
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4. 9zUnYUA19 Generate OTP
- Allow temporary Access for : Iuuafiden1sUanuden

- Use OTP within : 37UULIa19095%a OTP > nA Generate

@ Temparary Device Access - Goagle Chrome = O X

A livnond | michael-pc9111/html/pgcinmgr/tempaccess.htm

Generate OTP

Allow temporary access for: * | Minutes

Use OTP within: ¥ | Minutes

Generate Cancel

5. 9sils9id OTP dunsals User Td Yanudanias v3e na Notify Yanudenldiiae

@ Temparary Device Access - Goagle Chrome = O x

A livnonsa | michael-pc:9111/html/pgcinmar/tempaccess.htm

1EG12E0100

Motify Notify By Mail Cancel

Note:

When the client is online, you can click Notify and the OTP is
automatically received by the client. Temporary access is allowed as
per the settings effective from that minute.

When the client is offline, roaming or remote, Notify button is
disabled. Send the OTP manually, by Email or 5M5 to the client.

On the client machine, do the following to allow temporary access:

1. Right click the Segrite icon on notification tray. Click Allow
Temporary Device Access.

2. Enter the OTP.

3. Click OK.

®02-059-3663
support@segrite-thailand.com

www.seqgrite-thailand.com



6. N8N d9 OTP 19 User Uanuaantag

Iadnaniilonau Seqrite > Allow Temporary Device Access

Open Segrite Endpoint Security

Launch Antimalware
Enable Silent Mode
Safe Banking

Secure Browse

Disable Virus Protection
Update from [nternet

Bemote Support
Update Mow

Scan Memory
Virtual Keyboard
Allow Temporary Device Access

-ld OoTP > OK

Seqrite Endpoint Security )4

Turning off Device Control is not recommended as it
will compromise your valuable Data. Contact your
administrator for OTP.

Enter OTP:

| 1FG12E0100]|

| oK || Cancel
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